## You should:

* **Use a VPN (Virtual Private Network)**
* **Use SSL (https) whenever possible**
  + **Don’t enter personal information otherwise**
* **Never use WEP encryption on your router**
  + **Easiest to crack**
  + **WPA2 is much better**
* **Remember that someone is always watching**

# Hacker 101

(Packet Sniffing)

# 

Your internet activity can be seen by anyone. Hackers can collect your unencrypted “packets” of information and use them for evil!

## They can:

* **See everything that’s unencrypted**
  + **Even when you’re “private browsing”**
* **Break into your wifi**
  + **Then into your computers**
* **Reroute you to their computer before going to the internet**
  + **A type of “Man in the Middle” attack**